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According to the specifications of the EU-GDPR we are committed to inform you about the data processing of your personal details in line with the information obligation, article 13 DGPR.
Name, contact details of the person responsible:

The responsibility of the data processing is by:
Universitätsklinik der RWTH Aachen (UKA)
Board of Directors
Pauwelsstraße 30
52074 Aachen
Telefon: 0049 (0)241-80-88000
E-Mail: aergin@ukaachen.de
Contact person for inquire

Lawyer
Anika Vitr 
Telefon: 0049 (0)241-80-88022
E-Mail: avitr@ukaachen.de
Contact details of the privacy officer:

Joachim Willems
Pauwelsstr. 30
52074 Aachen
Telefon: 0049 (0)241 – 80 89051
E-Mail: datenschutzbeauftragter@ukaachen.de
Which date is collected and processed?

As part of your commitment we collect and process address data, contact details, family status information, bank details, holidays and fays of illness, payroll accounting data, general billing data, tax data as well as additional business data.
In addition, it might be that some risk areas and security zones are under video surveillance.
These areas are specifically marked. The video recording is made according to statutory provision and will be deleted at short notice. Only in very rare and individual cases under specific security events, data can be inspected and passed according to strict rules.
In such incidents images may be passed on to the investigating authorities (police or prosecution). 
Processing purposes

Your data will be processed for the purpose of keeping the personnel file, for payroll, within the framework of occupational and accident protection regulations, for staff scheduling, for providing holiday and day of illness data, determination of access rights in DV-Systems, for quality assurance, for fiscal purposes, and in the context of measures in the field of staff council, equality and severely handicapped Persons Act.
Furthermore, we process data by occupation of “corporate benefits” and/or when purchasing personnel medicines.
The video recording is carried out in order to safeguard the domiciliary rights as well as the security responsibility towards our patients, visitors, and employees.
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Legal bases for processing
The data processing is carried out on the basis of legal guidelines. This includes specific laws that oblige us to process or permit the processing of your Data, the employment contract and individual consents of employees to the processing of their personal data.
The guidelines for the configuration of consents are derived from the relevant data protection acts.
The guidelines are listed below. Due to the amount of legal guidelines, not all can be listed here individually. Since many laws include several sub-articles, our listing refer mostly on the general law.
Civil Law Code (BGB), especially contractual parts
EU-General Data Protection Regulation (GDPR); especially article 5 and 88
Federal Data Protection Act; especially § 26
Social security code; especially part IV and IX 
Labor Agreement Guidelines of our sector
National Personnel Representation Act; especially § 72
General Act on Equal Treatment 
Additional labor law-related regulations:
· Working Time Act
· Employment Protection Act
· Partial Retirement Act
· Maternity Protection Act
· Act on continued payment of remuneration
· Law regarding the protection of workplaces
· Young Persons Employment Act
· Ordinance on occupational diseases
· Labor Protection Act; including corresponding enactments   
· Ordinance  of occupational health check
· Part-Time Work and Fixed-Term Employment Contract Laws 
· Federal Holiday Act
· Wissenschaftszeitvertragsgesetz
Receiver or categories of receivers 

Your data will only be forwarded within the scope of legal requirements. 
Depending on the individual constellations, these are:

· Staff of the Uniklinik RWTH Aachen who are competent to process personal data (e.g. personnel officers, supervisors, staff of the BG-IT, GB-FM, GB CK, director of nursing)
· Doctor of the University
· Salaries and pensions office NRW
· Tax authorities 
· Members of staff council
· Equal opportunities officer
· p.r.n. Members of the youth and trainee representation provision
· p.n.r. the severely handicapped employee representative
· p.n.r. accident insurer
· p.n.r. staff of the „corporate benefits“ or of the purchase of personnel medicines 
· promoter of third-party funds projects

Data transfer to third countries or to international organizations is not designated.

Concrete duration of storage; criteria for the storage period

In general your data will be stored as long as it is needed for processing or as long as the guidelines require it. As soon as your data is not required anymore, it will be deleted or anonymized (anonymous data can no longer be assigned to a person). Exceptions to this arise from special regulations. There are many special regulations for the storage of personnel data.
These include, for example, the Commercial Code (Section 257), the Tax Code (Section 147), the Income Tax Act (Section 41), the Social Code (Section 28f SGB IV), the Working Time Act (Section 16.36), the X-ray Ordinance (Sections 34, 38, 67), the Radiation Protection Act (Section 42).

It is important for you to know that a lot of data must be retained not only for the duration of the employment relationship, but also beyond. This may be the case, for pension-relevant information for example.

Reference to the rights of the persons concerned
According to article 13 II b of the EU-General Data Protection Regulation (GDPR) you have the following rights. If you make use of any of these rights, please contact the UKA Data Protection Officer.
· Information (Art. 15 GDPR and Section 34 Federal Data Protection Act)
You have the right to receive information about the personal data which is processed, stored and transmitted to third parties
· Contradiction (Art. 21 GDPR and §36 Federal Data Protection Act)
You have the right to object to the processing of your personal data as the processing is carried out on the basis of Art. 6 (1) e or f GDPR.
· Data portability (Art 20 GDPR)
You have the right to transfer personal data concerning you that you have provided to us. This allows you to request that we transfer this data either to you or, when technically possible, to another institution.
· Deletion (Art 17 GDPR and Section 35 Federal Data Protection Act)
After expiry of the statutory retention periods, you have the right that you date will be deleted.
· Restriction of processing (Art 18 GDPR)
In special cases, you have the right to restrict processing. This is the case if the data processing should be unlawful, you dispute the accuracy of the collected data or have objected to the processing. You can also request a restriction of processing if the data is subject to a deletion obligation due to the achievement of the purpose, but you need it to assert legal claims. You must request a restriction of processing.
· Correction (Art 16 GDPR)
You have the right that incorrect personal data will be rectified.
Provision of the data necessary for the settlement of the employment relationship and the consequences of non-provision.
The provision of personal data is required by law or contract for the settlement of the employment relationship. If you do not provide the necessary personal data, you cannot be hired or the employment relationship may not be continued.  
Reference to the right to complain to the responsible authority
You have the right to lodge a complaint at the supervisory authority, e.g. at: 
National Data Protection and Freedom of Information Officer 
Nordrhein-Westfalen
Postfach 20 04 44
40102 Düsseldorf
Tel.: 0049 (0)211 38424-0
Fax: 0049 (0)211 38424-10
Mail: poststelle@ldi.nrw.de
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